[image: image1.jpg]RICE

Office of Information Technology






Support and Operations Service Checklist
This checklist is used to gather the information needed by the OIT Support and Operations to provide an appropriate level of service support to users. 

I. GENERAL INFORMATION

Name of Sponsoring Office:  
Contact Name(s), Phone Number (s), Email Address (es):
Application Purpose:
User/Customer Base and Approximate Quantity of Each:
· Students
· Faculty

· Staff

· Non- Princeton

· Prospective Students

· Alumni
Launch Date:
II. USAGE and AUTHENTICATION:

Peak Use Times:
· Are there peak usage times each day?

· Are there peak usage times throughout the academic year?

· Are there recurring deadlines? If so, when?

Unavailable Times:
· Are there scheduled down times for maintenance?

· How are outages communicated to the Help Desk?

· How will the Help Desk test for availability?
Service Access:

· Can this service be accessed via both wired and wireless connections?

· Is the service accessible from off-campus?
Authentication:
· Is authentication required?  

· Is the service limited to authorized users?  What mechanism is used to authorize users – i.e.  local database, AD groups, other ?
· Is the user’s existing OIT password used?
· If it is not the users OIT password, who manages password creation and resets?


· What is the default password?

· How is the default password communicated to users?
· What is the expected turnaround time for password resets during business hours and after-hours?
III. SUPPORT, TRAINING, and DOCUMENTATION:

Support:
· What type of Help Desk Support is needed (phone, email, chat,…)?

· Will this application require OIT Software Support?
After-Hours Support:

· Is user support for this service 24/7 or during University business hours only?

· What expectations are being set for users for after-hours support?

Training:
· Is training required for end users?

· Who will provide the training?

· How will the Help Desk be trained?

Documentation:
· Will full, online, and/or quick steps manuals be available for users?

· Will Knowledgebase articles be needed?

· If so, who is the content/ functional contact?

IV. SYSTEM REQUIREMENTS and SERVER STRUCTURE SUPPORT

System Requirements:
· Is the application OS-specific (i.e. does it require a specific OS, MAC or Windows, what version)?

· Is there a browser requirement or limitation? If so, what browser(s) and version?

· Does the application have to be installed or is it fully web-based?

· Are there any installation requirements?
· Who will do the installation?
· Is printing required? Are there any specific requirements for printing?

Server Structure:
· What server does the application live on?

· Is there server redundancy? If so, what other server is used?
· How is the application monitored?

· Where is the server physically located?

· Is the server OIT-maintained? If so, is the information about the server and the service in the OIT playbook?
· Is there 24/7 response to outages? If not, what hours?

V. PROBLEM ESCALATION and CHANGE MANAGEMENT

Problem Escalation:
· Who is responsible for 2nd tier support (those questions/problems that Help Desk cannot completely resolve)? 
· When a problem is escalated what expected response time can the Help Desk communicate to users?

Change Management:
· Who is responsible for notifying users of upgrades?

· Are there scheduled outage times?

· Who is responsible for notifying users of outages (either scheduled or unscheduled)? How will changes be communicated to support staff and users?
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